
Datenschutzbestimmungen 
Zuletzt aktualisiert am 1. Juli 2025. Ersetzt die Fassung vom 15. April 2024 in ihrer 
Gesamtheit. 

Vielen Dank für Ihr Interesse an unserem Unternehmen. Bei Lehrerkolleg LK GmbH 
genießt Datenschutz einen hohen Stellenwert. Die Erhebung und Verarbeitung Ihrer 
personenbezogenen Daten wird unter Beachtung der geltenden datenschutzrechtlichen 
Vorschriften, insbesondere der EU-Datenschutzgrundverordnung (DSGVO) und dem 
Bundesdatenschutzgesetz (BDSG) durchgeführt. Beim Einsatz von Cookies und 
ähnlichen Technologien die Vorgaben des Telekommunikation-Telemedien-
Datenschutz-Gesetzes (TTDSG). 

Diese Datenschutzbestimmungen in ihrer jeweils aktualisierten Form regeln die 
Erhebung und Verwendung von personenbezogenen Daten durch die Lehrerkolleg LK 
GmbH (im Folgenden “Lehrerkolleg” genannt). Bei der Nutzung unserer Webseite 
eduki.com, einschließlich des unter www.i.eduki.com abrufbaren Tools eduki Interactive 
(„Website“) sowie unsere mobilen Anwendungen („Apps“, Website und Apps 
gemeinsam auch „Plattform“) erheben und verarbeiten wir personenbezogenen Daten, 
um Ihnen bestimmte Dienste auf unserer Plattform anbieten zu können.Lehrerkolleg 
behält sich das Recht vor, diese Richtlinien nach eigenem Ermessen zu ändern. Bitte 
nehmen Sie das „Datum der letzten Aktualisierung“ zur Kenntnis, wie am Anfang dieses 
Dokuments ausgewiesen. Mit dieser Information ist es Ihnen möglich herauszufinden, 
ob diese Bestimmungen kürzlich geändert wurden. 

Die folgende Datenschutzbestimmung beschreibt, wie und zu welchem Zweck Ihre 
Daten erfasst und genutzt werden, sowie welche Informations- Widerspruchs- und 
Wahlmöglichkeiten Sie im Zusammenhang mit Ihren persönlichen Daten haben. 

 

1. Verantwortliche Stelle 

Verantwortliche Stelle für die Erhebung, Verarbeitung und Nutzung Ihrer 
personenbezogenen Daten ist: 

 

Lehrerkolleg LK GmbH 

Rigaer Str. 29a, 10247 Berlin 

Vertreten durch den Geschäftsführer Max Maendler 
 

Telefon: +49 30 69209145 

Email: hallo@eduki.com 

mailto:info@lehrermarktplatz.de


 
 

Sie erreichen unseren externen Datenschutzbeauftragten unter: 

Herr DanLahiri Agboli 

HC Plus Gesellschaft für Datenschutz 

Genetstraße 5, 10829 Berlin 

E-Mail: info@hc-plus.de 

Telefonnummer: +49 30 540007140 

 

2. Welche personenbezogenen Daten speichern wir? 

Im Rahmen der Bereitstellung unserer Dienste erfassen oder erhalten wir 
personenbezogenen Daten auf verschiedene Art und Weise. Oftmals entscheiden Sie 
selbst, welche Informationen Sie angeben möchten.  

Wenn wir Sie um die Angabe personenbezogener Daten bitten, können Sie dies 
selbstverständlich ablehnen. Allerdings kann es dann sein, dass wir dann bestimmte 
Funktionen der Plattform nicht zur Verfügung stellen, Ihre Anfragen nicht beantworten 
können oder einen Vertragsabschluss ablehnen müssen. Dies gilt insbesondere dann, 
wenn die Daten für die Begründung, Durchführung und Beendigung einer 
Geschäftsbeziehung erforderlich sind oder wenn wir gesetzlich zur Datenerhebung 
verpflichtet sind. 
 
 

2.1 Personenbezogene Daten, die beim Besuch unserer Plattform erhoben werden 

Wenn Sie unsere Plattform nutzen, erfassen wir Daten über Ihre Interaktion mit unseren 
Diensten und Informationen zu Werbeanzeigen. Diese Daten umfassen: IP-Adresse, 
Geräte-Kennung, Gerätetyp, Datum und Uhrzeit des Zugriffs, Name und URL der 
aufgerufenen Plattform, Suchanfragen, Website, von der aus der Zugriff erfolgt (Referrer-
URL), Informationen zu Werbeanzeigen, verwendeter Browser und ggf. das 
Betriebssystem Ihres Rechners. 

2.2 Personenbezogene Daten bei Registrierung und Kontoeinrichtung 

Um sich auf der Plattform als Nutzer*in zu registrieren, müssen Sie eine gültige E-Mail-
Adresse angeben. 

Wenn Sie ein bereits bestehendes Konto bei einem Drittanbieter (z.B. Facebook oder 
Microsoft) nutzen, um sich auf unserer Plattform anzumelden, kann uns der 
Drittanbieter Informationen über Ihre Registrierungs- und Profildaten zukommen lassen. 



Art und Umfang dieser Informationen variieren und werden von dem Drittanbieter 
gesteuert bzw. hängen von Ihren dortigen Datenschutzeinstellungen ab. 

Für die Nutzung bestimmter Dienste können Sie in Ihrem Nutzer*innenkonto und/oder 
Nutzer*innenprofil außerdem weitere Informationen hinterlassen, wie z.B. 
Kontaktname, Benutzer*innenname, Anschrift/Firmierung, Profil-Bild, Profildaten, 
Bankdaten, Telefonnummer. Sie sind nicht verpflichtet, uns diese Informationen 
mitzuteilen, um sich auf unserer Plattform registrieren zu können. Die Informationen 
können jederzeit in Ihren Kontoeinstellungen eingesehen und verändert werden.  

Wir bieten Ihnen bei der Anmeldung auf der Plattform zusätzlich die Möglichkeit, sich 
einen "Alias-Namen" zuzulegen; Ihr echter Name bleibt so für andere nicht sichtbar.  

Wenn Sie einen Schulaccount anlegen, fragen wir im Rahmen der Einrichtung gesondert 
weitere Informationen ab, um die schulische Nutzung sicherzustellen und eine 
ordnungsgemäße Zuordnung zu ermöglichen. Dazu gehören insbesondere: Name der 
Schule, Name der Schulleitung, Telefonnummer, Schulform, Anzahl der Schüler*innen, 
Bundesland und Land der Schule sowie eine gesonderte E-Mail-Adresse und ein 
Schulaccount-spezifisches Passwort. Diese Angaben sind erforderlich, um den 
Schulaccount vollständig zu registrieren und die Nutzung von Schullizenzen zu 
ermöglichen. 

2.3 Personenbezogene Daten bei Bestellungen über unsere Plattform  

Bei der Bestellung von Materialien werden verschiedene transaktionale Daten 
gespeichert - wie z.B. der Zeitpunkt der Bestellung und ob das bestellte Material 
heruntergeladen wurde. Damit Sie auf unsere Plattform kostenlose Materialien bestellen 
können, ist die Angabe einer Email-Adresse notwendig. Bei Bestellungen von 
kostenpflichtigen Materialien sind zusätzliche Angaben zum Namen und den 
Bezahldaten erforderlich. Bei Bestellungen mit der Zahlungsart “Kauf auf Rechnung” ist 
außerdem eine gültige Rechnungsanschrift notwendig.  

Beim grenzüberschreitenden Verkauf von digitalen Gütern sind wir verpflichtet, 
Rechnungen mit der an Ihrem Wohnort gültigen Umsatzsteuer (auch als Mehrwertsteuer 
bekannt) auszustellen. Damit wir die für Sie gültige Umsatzsteuer bestimmen können, 
speichern wir zusätzlich Ihre IP-Adresse und den Ort Ihrer Bank. 

Alle weitere Zahlungsarten werden von dritten Zahlungsdienstleistern 
(“Paypal”,“Paymentwall”, “Amazon Payments”, “Adyen” und “Kushki”) durchgeführt, die 
sich auf sichere Zahlungen im Internet spezialisiert haben. Dadurch kann eine 
Sammlung oder Speicherung bei diesen Drittfirmen oder bei von diesen Drittfirmen 
eingesetzten Auskunfteien erfolgen, um die Zahlung zu verarbeiten und geltendem 
Recht zu entsprechen. 

Sofern es sich bei der Bestellung um einen innergemeinschaftlichen Kauf durch eine 
Schule oder ein Unternehmen mit Sitz im EU-Ausland handelt, sind wir gesetzlich 



verpflichtet, zusätzliche Angaben zu erfassen, um die Voraussetzungen für eine 
umsatzsteuerfreie Lieferung zu prüfen. Hierzu zählen insbesondere die Angabe einer 
gültigen Umsatzsteuer-Identifikationsnummer (USt-IdNr.), die Angabe des 
Unternehmensnamens bzw. der Bildungseinrichtung sowie ggf. ein Nachweis über die 
Unternehmenseigenschaft. Diese Daten werden ausschließlich zur Prüfung der 
Steuerfreiheit und zur ordnungsgemäßen Rechnungsstellung verarbeitet. 

 

2.4 Personenbezogene Daten bei Anbieten und Verkauf von Artikeln 

Von Nutzer*innen, die uns als Autor*innen Materialien bereitstellen, damit wir diese auf 
der Plattform zum Kauf bzw. kostenlosen Download anbieten können, speichern wir 
außerdem Informationen zu den Zahlungsdaten (Kontaktname, gültige Postanschrift, 
Bankdaten) und Informationen, die für die steuerliche Erfassung notwendig sind. 

2.5 Personenbezogene Daten bei Kontaktaufnahme 

Wenn Sie mit uns in Kontakt treten (z. B. per E-Mail), speichern wir Ihre Angaben, die Sie 
uns im Rahmen von Mitteilungen und Gesprächen zur Verfügung stellen, zur 
Bearbeitung der Anfrage sowie für den Fall, dass Anschlussfragen entstehen. Wir nutzen 
und speichern weitere personenbezogene Daten nur, wenn Sie dazu einwilligen oder 
dies ohne besondere Einwilligung gesetzlich zulässig ist. 

Sie haben auch die Möglichkeit, mittels Kontaktformular auf unserer Plattform mit uns in 
Kontakt zu treten. Hierzu benötigen wir i.d.R. Ihre E-Mail-Adresse. Weitere Angaben 
können Sie mitteilen, müssen dies jedoch nicht. Wir verwenden Ihre Daten 
ausschließlich zur Bearbeitung Ihrer Anfrage. 

2.6 Personenbezogene Daten, die erhoben werden, wenn Sie Kommentare, 
Bewertungen & sonstige Inhalte schreiben 

Als registrierte Nutzer*in unserer Plattform steht es Ihnen frei, Kommentare und 
Bewertungen zu bestellten Materialien auf unserer Plattform oder per E-mail zu 
schreiben oder sonstige Inhalte zu veröffentlichen. Diese Inhalte können für Dritte 
sichtbar sein. Wir raten deshalb dringlich davon ab, hierbei Informationen oder 
personenbezogene Daten zu hinterlassen, die Sie nicht preisgeben möchten. 

2.7 Personenbezogene Daten, die wir von Dritten erhalten 

Wir können Daten, einschließlich personenbezogener Daten, von Dritten (z.B. bei einem 
Login mit Ihrem Konto bei Facebook oder Microsoft) erhalten, wenn Sie unsere Dienste 
nutzen.  

2.8 Personenbezogene Daten bei der Nutzung unserer Plattform 

Wenn Sie als Nutzer*in unsere Plattform (Website, Apps) aufrufen, “bitten” Sie den 
Server um die dort gespeicherten Inhalte. Im Gegenzug erhalten Sie die angefragten 



Inhalte. Diese Zugriffe werden als sog. “Server-Logfiles” automatisch vom Provider 
gespeichert und enthalten Informationen, wie Ihren Browser, den Zugriffszeitpunkt und 
Ihre IP-Adresse (eine max. einen Tag lang gültige eindeutige Zahl mit der Ihr Rechner im 
Internet wieder zu finden ist). 

Folgende Zugriffsdaten werden vom Provider automatisch gespeichert 

• Besuchte Seiten unserer Webseite 

• Uhrzeit zum Zeitpunkt des Zugriffes 

• Menge der gesendeten Daten 

• Verwendeter Browser 

• Verwendetes Betriebssystem 

• Verwendete IP-Adresse (anonymisiert) 

 

Interaktive Materialien und Schülerdaten: Wenn Sie als Lehrer*in Material mit Ihren 
Schüler*innen teilen,  stehen zwei Zugangsarten zur Verfügung: 

a) Zugriff über persönlichen Code: Schüler*innen können über einen von Ihnen 
generierten Link, QR-Code oder Zugangs-Code auf das Material zugreifen. Dafür legen 
die Schüler*innen ein Profil an, in dem sie lediglich einen Spitznamen angeben sollen. 
Dieser Spitzname wird gespeichert und Ihnen gemeinsam mit den Informationen über 
die Bearbeitung des geteilten Materials angezeigt. 

b) Zugriff über von der Lehrkraft angelegte Schülerprofile: Alternativ können Sie als 
Lehrer*in Schülerprofile direkt für Ihre Schüler*innen anlegen und verwalten. Auch in 
diesem Fall verarbeiten wir die eingegebenen Daten ausschließlich auf Ihre Weisung. 

Soweit es sich bei diesen Informationen um personenbezogene Daten der 
Schüler*innen handelt, verarbeiten wir diese Daten als Ihr Auftragsverarbeiter. Es gelten 
ergänzend zum Nutzungsvertrag die Bedingungen der Auftragsverarbeitung für 
Lehrer*innen. Sie als Lehrer*in sind für die Einhaltung der gesetzlichen Bestimmungen 
der Datenschutzgesetze, insbesondere für die Rechtmäßigkeit der Datenweitergabe an 
uns sowie für die Rechtmäßigkeit der Datenverarbeitung allein verantwortlich (Art. 4 Nr. 
7 DSGVO). 

 
 

2.9. Personenbezogene Daten bei der Nutzung von AI Tools 
Bei der Nutzung unserer KI-gestützten Tools („AI Tools“) müssen Sie als registrierter und 
eingeloggter Nutzer*in angemeldet sein. Die mit Hilfe der Tools generierten Inhalte 

https://drive.google.com/file/d/1eKDEv7wx8NSISqP0JQEYQfLlk8Elgwm7/view?usp=drive_link
https://drive.google.com/file/d/1eKDEv7wx8NSISqP0JQEYQfLlk8Elgwm7/view?usp=drive_link


werden in Ihrem Nutzerprofil gespeichert und können dort von Ihnen eingesehen, 
bearbeitet oder gelöscht werden. 

Die Inhalte werden außerdem automatisiert analysiert, um Ihnen passende 
Unterrichtsmaterialien auf unserer Plattform vorzuschlagen. Die Auswertung erfolgt 
ausschließlich auf Grundlage der von Ihnen generierten Inhalte und dient dazu, Ihre 
Nutzererfahrung zu verbessern und Ihnen relevante Angebote anzuzeigen. 

Eine weitergehende Nutzung der Inhalte – z. B. für Werbezwecke Dritter – findet nicht 
statt. Ebenso erfolgt keine vollautomatisierte Entscheidung mit rechtlicher Wirkung im 
Sinne von Art. 22 DSGVO. 

Die Verarbeitung erfolgt auf Grundlage von Art. 6 Abs. 1 lit. f DSGVO („berechtigtes 
Interesse“) zur Verbesserung unserer Dienste und Personalisierung von Empfehlungen. 
Sie haben das Recht, dieser Verarbeitung jederzeit zu widersprechen (Art. 21 DSGVO). 
Die Nutzung der eduki AI Tools ist freiwillig. 

 

3. Wie verwenden wir personenbezogene Daten? 

Das Wichtigste zuerst: Ihre personenbezogenen Daten werden nicht verkauft oder aus 
anderen wirtschaftlichen Gründen unbefugt an Dritte weitergegeben.  

Wir nutzen, speichern und verarbeiten Informationen, einschließlich 
personenbezogener Daten, um Ihnen unsere Plattform und die darüber angebotenen 
Dienste bereitzustellen, diese zu analysieren, zu verbessern und weiterzuentwickeln. 
Gleichzeitig werden Daten gespeichert, um verschiedenen gesetzlichen Verpflichtungen 
nachzukommen. Im Nachfolgenden finden Sie eine Zusammenfassung, wie und nach 
welchen Rechtslagen wir Ihre personenbezogenen Daten verwenden: 

3.1 Die Verarbeitung ist für die Vertragserfüllung oder vorvertragliche Maßnahmen 
erforderlich, die auf Ihre Anfrage hin erfolgen 

Die Verarbeitung personenbezogener Daten erfolgt zur Bereitstellung und Vermarktung 
der Plattform und der darüber angebotenen Dienste, insbesondere zum Abschluss und 
zur Abwicklung von Verträgen, zur Abrechnung, zur Durchführung vorvertraglicher 
Maßnahmen, zur Beantwortung von Anfragen im Zusammenhang mit unserer 
Geschäftsbeziehung sowie für alle mit dem Betrieb und der Verwaltung unseres 
Unternehmens erforderlichen Tätigkeiten. Die Zwecke der Datenverarbeitung richten 
sich in erster Linie nach dem konkreten Dienst. Wir verarbeiten personenbezogene 
Informationen insbesondere 

• Zur Erfüllung von Verpflichtungen aus dem Nutzungsvertrag, Kauf- 
(kostenpflichtige Materialien) bzw. Lizenzvertrag (kostenfreie Materialien) und 
Autorenvertrag. Sie erfolgt hauptsächlich, um Sie als Nutzer*in und/oder Autor*in 



zu identifizieren und Bestellungen bearbeiten und abwickeln (z.B. auch 
Korrespondenz und Rechnungsstellung) zu können.  

• Zur Bereitstellung von Zahlungsabwicklung, Ihrer Kontoverwaltung und weiteren 
von Ihnen gewünschten Diensten, sowie zur Absicherung, Funktionalität und 
Verbesserung unserer Dienste. 

• Um Ihnen bei eventuellen Schwierigkeiten oder technischen Unklarheiten im 
Umgang mit unserer Plattform zu helfen.  

Die weiteren Einzelheiten zum Zweck der Datenverarbeitung im Rahmen von Verträgen 
gemäß Art. 6 Abs. 1 lit. b DSGVO können Sie den jeweiligen Vertragsunterlagen und 
Nutzungsbedingungen entnehmen. 

Neben dem Login mit einem selbstgewählten Pseudonym und Passwort bieten wir Ihnen 
die Möglichkeit, sich per „Single-Sign-On“ bei uns anzumelden. Beim Single-Sign-On 
Verfahren können Sie sich bei uns über ein Nutzerkonto eines Drittanbieters, der das 
Single-Sign-On Verfahren anbietet, anmelden, ohne dafür ein Nutzerkonto bei uns 
anlegen zu müssen. Dafür müssen Sie bei dem von uns gewählten Single-Sign-On 
Anbieter registriert sein.  

Wir bieten Ihnen folgende Single-Sign-On-Möglichkeiten: 

• Microsoft, ein Dienst der Microsoft Corporation, One Microsoft Way, Redmond, 
WA 98052-6399 USA; Datenschutzerklärung: https://privacy.microsoft.com/de-
de/privacystatement und https://www.microsoft.com/en-us/trust-
center/privacy. 

• Facebook, ein Dienst der Meta Platforms Inc., Deborah Crawford 1601 Willow 
Road Menlo Park, CA 94025, USA, 
Datenschutzerklärung: https://www.facebook.com/privacy/policy und https://w
ww.facebook.com/privacy/center/, 
Nutzungsbedingungen: https://www.facebook.com/legal/terms 

• Apple, ein Dienst der Apple Inc., One Apple Park Way, Cupertino, CA 95014, USA, 
Datenschutzerklärung: https://www.apple.com/privacy/ und https://www.apple.
com/legal/privacy/de-
ww/ und https://www.apple.com/de/legal/privacy/data/de/apple-id/ 

• iServ, ein Dienst der iServ GmbH, Vossenkamp 6, 38104 Braunschweig, Daten-
schutzerklärung: https://iserv.de/datenschutzerklaerung. 

• Google, ein Dienst der Google Inc., 1600 Amphitheatre Parkway in Mountain 
View, Kalifornien 94043, USA; 
Datenschutzerklärung  https://www.google.de/policies/privacy/ 

Wenn Sie sich über das Single-Sign-On Verfahren bei uns anmelden möchten, werden 
Sie für die Anmeldung direkt an ein Online-Formular des ausgewählten Anbieters 

https://privacy.microsoft.com/de-de/privacystatement
https://privacy.microsoft.com/de-de/privacystatement
https://www.microsoft.com/en-us/trust-center/privacy
https://www.microsoft.com/en-us/trust-center/privacy
https://www.facebook.com/privacy/policy
https://www.facebook.com/privacy/center/
https://www.facebook.com/privacy/center/
https://www.facebook.com/legal/terms
https://www.apple.com/privacy/
https://www.apple.com/legal/privacy/de-ww/
https://www.apple.com/legal/privacy/de-ww/
https://www.apple.com/legal/privacy/de-ww/
https://www.apple.com/de/legal/privacy/data/de/apple-id/
https://iserv.de/datenschutzerklaerung
https://www.google.de/policies/privacy


weitergeleitet. Dort geben sie die Login-Daten Ihres Nutzerkontos bei dem Drittanbieter 
ein. Die Authentifizierung erfolgt direkt bei diesem Anbieter. Wir erstellen daraufhin ein 
Nutzerkonto für Sie und verknüpfen dieses mit einem Authentifizierungs-Token, den wir 
vom Drittanbieter erhalten. Ob wir zusätzliche Daten von dem Drittanbieter erhalten, 
hängt vom gewählten Single-Sign-On Dienst ab, von den von Ihnen gewählten 
Datenfreigaben bei der Authentifizierung sowie davon, welche Privatsphäre-
Einstellungen Sie bei dem jeweiligen Dienst angegeben haben. Auf das von Ihnen 
eingegebene Passwort haben wir keinen Zugriff, noch wird es von uns gespeichert. Wir 
speichern in der Regel nur den Authentifizierungs-Token und Ihren Nutzernamen. Wenn 
Sie die Verknüpfung Ihres Accounts bei uns mit Ihrem Nutzerkonto des Single-Sign-On 
Anbieters nicht mehr wünschen, können Sie die Verbindung über Ihr Nutzerkonto bei 
dem entsprechenden Drittanbieter aufheben. Wollen Sie Ihre Daten bei uns löschen, ist 
dies durch eine Kündigung Ihres Nutzerkontos bei uns möglich. 

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung (Art. 6 Abs. 1 S. 1 lit. a 
DSGVO), sofern wir Sie darum gebeten haben. Andernfalls verarbeiten wir Ihre Daten im 
Rahmen der Vertragserfüllung (Art. 6 Abs. 1 S. 1 lit. b DSGVO) und setzen die Single-Sign-
On Anmeldung aufgrund unserer berechtigten Interessen ein, Ihnen ein schnelles, 
nutzerfreundliches und sicheres Anmeldesystem anbieten zu können (Art. 6 Abs. 1 S. 1 
lit. f DSGVO). 

 
 

3.2 Die Verarbeitung ist zur Erfüllung rechtlicher Verpflichtungen erforderlich. 

Wir unterliegen diversen rechtlichen Verpflichtungen, das heißt gesetzlichen 
Anforderungen. Wir verarbeiten personenbezogene Daten insbesondere zur Erfüllung 
von handels- und steuerrechtlichen Aufbewahrungsfristen. Rechtsgrundlage der 
Datenverarbeitung ist Art. 6 Abs. 1 S. 1 lit. c DSGVO. 

Lehrerkolleg kann außerdem gesetzlich verpflichtet sein, personenbezogene Daten 
offenzulegen. Ist dies der Fall, behält sich Lehrerkolleg das Recht vor, angefragte Daten 
gemäß den gesetzlichen Vorschriften zur Verfügung zu stellen, einschließlich und ohne 
jede Einschränkung durch Gerichtsbeschluss, Haftbefehl, Strafandrohung erwirkte oder 
für prozessdienliche Auskünfte und ermittlungstechnische Dienste wichtige Daten. 

3.3 Die Verarbeitung dient Zwecken, zu denen Sie Ihre Einwilligung gegeben haben. 

Soweit Sie uns eine Einwilligung zur Verarbeitung von personenbezogenen Daten für 
bestimmte Zwecke erteilt haben, ist die Rechtmäßigkeit dieser Verarbeitung auf Basis 
Ihrer Einwilligung gegeben (Art. 6 Abs. 1 S. 1 lit. a DSGVO). Dazu gehört z.B. die 
Verarbeitung personenbezogener Daten 



• Damit Sie mit anderen Mitgliedern auf unserer Plattform kommunizieren können. 
Zur Benachrichtigung bezüglich erfolgter Verkäufe, erhaltenen Kommentaren 
bzw. Antworten auf Kommentare.  

• Zur Steuerung von Marketingkampagnen.  

• Zur Zusendung von Umfragen, Newslettern und anderen Werbebotschaften per 
E-Mail. 

• Zur Auswertung der Qualität und des Erfolgs unserer Email-Marketing-
Kampagnen und unseres Kundensupports (z.B. durch Analyse von Öffnungs- und 
Klickraten). 

Eine erteilte Einwilligung kann jederzeit widerrufen werden. Bitte beachten Sie, dass der 
Widerruf erst für die Zukunft wirkt. Verarbeitungen, die vor dem Widerruf erfolgt sind, 
sind davon nicht betroffen. 

3.4 Die Verarbeitung dient der Wahrung unserer berechtigten Interessen, sofern 
Ihre Interessen oder Grundrechte und Grundfreiheiten nicht überwiegen. 

Wir verarbeiten Ihre Daten zur Wahrung berechtigter Interessen von uns oder Dritten, 
insbesondere in den folgenden Fällen: 

• Beantwortung von Anfragen außerhalb eines Vertrages oder vorvertraglicher 
Maßnahmen;  

• Gewährleistung unserer IT-Sicherheit und unseres IT-Betriebs; 

• Für die Kontaktaufnahme per Post zur Durchführung von Befragungen und 
Feedback, zur Mitteilung über unsere Dienste, Sicherheitsmaßnahmen, Service-
Updates oder um Ihnen Rabatte und Aktionen anzubieten, soweit es gesetzlich 
zulässig ist, und Sie der Nutzung Ihrer Daten nicht widersprochen haben; 

• Zur Vermeidung und Feststellung von Betrug, Missbrauch, Spam und anderen 
sicherheitsrelevanten Vorfällen; 

• Zur Durchführung von Profiling anhand von den von Ihnen freiwillig hinterlegten 
persönlichen Informationen, Informationen von Dritten und Ihrem Such- und 
Buchungsverlauf, um Ihnen Werbebotschaften, Marketing, Werbung und andere 
Informationen zu senden, die unserer Meinung nach für Sie von Interesse sein 
könnten, soweit Sie der Nutzung Ihrer Daten nicht widersprochen haben; 

• Zum Zweck der Identifikation und Verifizierung der von Ihnen übermittelten 
Informationen oder Identitätsnachweise; 

• Zur Abwicklung von evtl. vorliegenden Haftungsansprüchen, sowie der 
Geltendmachung etwaiger Ansprüche gegen Sie und Verteidigung bei rechtlichen 
Streitigkeiten; 



• Zur Verhinderung, Erkennung, Aufklärung (bzw. Unterstützung bei der Aufklärung) 
und Verfolgung von Urheberrechtsverletzungen, jedweder Betrugsversuche 
und/oder anderer Straftaten und/oder rechtswidriger Aktivitäten; 

• Zur Durchsetzung unserer Nutzungsbedingungen, dieser 
Datenschutzbestimmungen und anderer Grundsätze. 

Unser berechtigtes Interesse besteht darin, unsere Plattform und Dienste optimal zu 
vermarkten und diese und unser Unternehmen weiterzuentwickeln. Darüber hinaus 
richtet sich unser Interesse auf eine benutzerfreundliche und sichere Darstellung sowie 
Optimierung unserer Plattform. Dies dient sowohl unseren geschäftlichen Interessen als 
auch den Erwartungen des Nutzers an ein optimales Nutzererlebnis. Zudem haben wir 
ein berechtigtes Interesse, unser Unternehmen gegen Beeinträchtigungen und Gefahren 
zu schützen und seine Ansprüche durchzusetzen. Rechtsgrundlage der 
Datenverarbeitung ist Art. 6 Abs. 1 S. 1 lit. f DSGVO. 
 
 
 

4.1 Newsletterversand 

Sofern Sie nach Art. 6 Abs. 1 S. 1 lit. a DSGVO ausdrücklich eingewilligt haben, 
informieren wir Sie per E-Mail und/oder Push-Benachrichtigung in den Apps (gemeinsam 
„Newsletter“) über uns, unsere Angebote, besondere Aktionen, Gewinnspiele, 
Informationen zu anstehenden Veranstaltungen, Neuigkeiten aus dem Bildungsbereich 
und von eduki, sowie Umfragen. Ihre Einwilligung wird protokolliert. Die Protokollierung 
Ihrer Anmeldung erfolgt auf Grundlage unseres berechtigten Interesses an dem 
Nachweis einer ordnungsgemäß eingeholten Einwilligung (Art. 6 Abs. 1 S. 1 lit. f 
DSGVO).  

Für den Empfang des Newsletters per E-Mail ist die Angabe einer E-Mailadresse 
ausreichend. Um die Ansprache im Newsletter persönlicher zu gestalten, bitten wir Sie 
unter Umständen um die Angabe Ihres Namens. Die Angabe Ihres Namens und 
Vornamens ist optional.  
 

Die Anmeldung zum Newsletter erfolgt mithilfe des Double-Opt-In Verfahrens. Nach der 
Anmeldung zum Newsletter erhalten Sie eine E-Mail, in der wir Sie um die Bestätigung 
Ihrer Anmeldung bitten. Erst mit Ihrer Bestätigung sind Sie für den Newsletter 
eingetragen und Sie erhalten fortan unseren Newsletter. Mithilfe des Double-Opt-In 
Verfahrens wird sichergestellt, dass sich kein Fremder mit Ihrer E-Mailadresse 
anmeldet. 

Die Abmeldung ist jederzeit möglich, zum Beispiel über den Link am Ende einer jeden E-
Mail. Push-Benachrichtigungen in den Apps können in den System-Einstellungen Ihres 



Smartphones unterbunden werden. Alternativ können Sie Ihren Abmeldewunsch gerne 
auch jederzeit an hallo@eduki.com per E-Mail senden. In diesem Fall wird Ihre E-
Mailadresse von unserem Newsletter-Verteiler gelöscht und auf unsere Sperrliste 
übernommen. Der Widerruf Ihrer Einwilligung wirkt erst für die Zukunft. Verarbeitungen, 
die vor dem Widerruf erfolgt sind, sind davon nicht betroffen.  

4.2 Bestandskunden 

Soweit Sie unsere Produkte bereits kostenpflichtig bezogen haben, informieren wir Sie 
von Zeit zu Zeit per E-Mail oder Brief über ähnliche Produkte von uns, falls Sie dem nicht 
widersprochen haben. 

Rechtsgrundlage für die Datenverarbeitung ist Art. 6 Abs. 1 S. 1 lit. f DSGVO und § 7 Abs. 
3 Gesetz gegen den Unlauteren Wettbewerb (UWG). Unser berechtigtes Interesse liegt in 
der Direktwerbung (Erwägungsgrund 47 DSGVO). Sie können der Verwendung Ihrer E-
Mailadresse und Postanschrift zu Werbezwecken jederzeit ohne zusätzliche Kosten 
widersprechen, zum Beispiel über den Link am Ende einer jeden E-Mail oder per E-Mail 
an hallo@eduki.com. 

4.3 Tools 

Braze - Für den Versand von E-Mail-Kampagnen, insbesondere Newsletter, und von 
Push-Benachrichtigungen in den Apps erfolgt mittels des Versanddienstleisters „Braze 
Inc“, einer Newsletterversandplattform des US-Anbieters Braze, Inc., 318 West 39th 
Street, 5th Floor, New York 10018, USA. 

Der Dienstleister für E-Mail-Versand Braze wird auf Grundlage einer Einwilligung (Art. 6 
Abs. 1 lit. a DSGVO) eingesetzt. Braze kann die Daten der Empfänger in pseudonymer 
Form, d.h. ohne Zuordnung zu einem Nutzer, zur Optimierung oder Verbesserung der 
eigenen Services nutzen, z. B. zur technischen Optimierung des Versandes und der 
Darstellung der Newsletter oder für statistische Zwecke. Braze nutzt die Daten unserer 
Newsletter-Empfänger jedoch nicht, um diese selbst anzuschreiben oder um die Daten 
an Dritte weiterzugeben. 

Die Verwendung von Braze setzt ggf. die Weiterleitung Ihrer personenbezogenen Daten 
in die USA voraus. Die USA werden vom Europäischen Gerichtshof als ein Land mit 
einem nach EU-Standards unzureichendem Datenschutzniveau eingeschätzt. Wir 
haben deshalb durch den Abschluss von sog. Standarddatenschutzklauseln im Sinne 
von Art. 46 Abs. 2 lit. c DSGVO Garantien für den Schutz Ihrer Daten vorgesehen. Es gibt 
nach Auffassung der Datenschutzbehörden dennoch das Risiko, dass Ihre Daten durch 
US-Behörden, zu Kontroll- und zu Überwachungszwecken, möglicherweise auch ohne 
Rechtsbehelfsmöglichkeiten, verarbeitet werden können. Mit Ihrer Einwilligung in den 
Erhalt des Newsletters erklären Sie sich gem. Art. 49 Abs. 1 S. 1 lit. a DSGVO damit 
einverstanden, dass Ihre Daten trotz dieses Risikos in den USA verarbeitet werden. Braze 
wird für uns als Auftragsverarbeiter im Sinne des Art. 28 DSGVO tätig. Wir haben mit 

mailto:hallo@eduki.com


Braze einen Auftragsverarbeitungsvertrag inkl. Standarddatenschutzklauseln mit Braze 
abgeschlossen. Die Braze Datenschutzbestimmungen können hier eingesehen 
werden: https://www.braze.com/privacy/. 

Jeder Newsletter enthält einen sog. „web-beacon“, d.h. eine pixelgroße Datei, die beim 
Öffnen des Newsletters von dem Server von Braze abgerufen wird. Für die Verbesserung 
des Braze-Services und der inhaltlichen Erstellung der Newsletter werden Informationen 
zum Browser und Ihrem System, als auch Ihre IP-Adresse und Zeitpunkt des Abrufs 
erhoben und die Feststellung, ob die Newsletter geöffnet werden, wann sie geöffnet 
werden und welche Links geklickt werden. Rechtsgrundlage ist Art. 6 Abs. 1 S. 1 lit. a 
DSGVO, d.h. Ihre Einwilligung. Sie können Ihre Einwilligung in die Auswertung jederzeit 
widerrufen, indem Sie den Newsletter abbestellen; ein isolierter Widerruf Ihrer 
Einwilligung in das Newsletter-Tracking ist (aktuell) aus technischen Gründen nicht 
möglich. Wir speichern Ihre Nutzungsdaten so lange, bis Sie Ihre Einwilligung widerrufen 
haben. 

Mailchimp - Für den Versand von E-Mail-Kampagnen, insbesondere Newslettern, 
greifen wir auf den US-Anbieter „MailChimp“ zurück. MailChimp ist ein Angebot der The 
Rocket Science Group, LLC, 512 Means Street, Suite 404 Atlanta, GA 30318. Wir setzen 
Mailchimp auf der Grundlage Ihrer Einwilligung (Art. 6 Abs. 1 lit. a DSGVO) ein.  

Ihre E-Mail-Adresse und weitere im Rahmen des Newsletterversands benötigten Daten, 
werden auf den Servern von MailChimp in den USA gespeichert, aber nicht an Dritte 
weitergegeben. 

Die USA werden vom Europäischen Gerichtshof als ein Land mit einem nach EU-
Standards unzureichendem Datenschutzniveau eingeschätzt. Wir haben deshalb durch 
den Abschluss von sog. Standarddatenschutzklauseln im Sinne von Art. 46 Abs. 2 lit. c 
DSGVO Garantien für den Schutz Ihrer Daten vorgesehen. Es gibt nach Auffassung der 
Datenschutzbehörden dennoch das Risiko, dass Ihre Daten durch US-Behörden, zu 
Kontroll- und zu Überwachungszwecken, möglicherweise auch ohne 
Rechtsbehelfsmöglichkeiten, verarbeitet werden können. Mit Ihrer Einwilligung in den 
Erhalt des Newsletters erklären Sie sich gem. Art. 49 Abs. 1 S. 1 lit. a DSGVO damit 
einverstanden, dass Ihre Daten trotz dieses Risikos in den USA verarbeitet werden. 

MailChimp verwendet diese Informationen zum Versand und zur Auswertung der 
Newsletter in unserem Auftrag. Die Datenschutzbestimmungen von MailChimp können 
Sie hier https://mailchimp.com/legal/privacy/ einsehen. 

Jeder Newsletter enthält einen sog. „web-beacon“, d.h. eine pixelgroße Datei, die beim 
Öffnen des Newsletters von dem Server von MailChimp abgerufen wird. Für die 
Verbesserung des Mailchimp-Services und der inhaltlichen Erstellung der Newsletter 
werden Informationen zum Browser und Ihrem System, als auch Ihre IP-Adresse und 
Zeitpunkt des Abrufs erhoben und die Feststellung, ob die Newsletter geöffnet werden, 
wann sie geöffnet werden und welche Links geklickt werden. Rechtsgrundlage ist Art. 6 

https://www.braze.com/privacy/
https://mailchimp.com/legal/privacy/


Abs. 1 S. 1 lit. a DSGVO, d.h. Ihre Einwilligung. Sie können Ihre Einwilligung in die 
Auswertung jederzeit widerrufen, indem Sie den Newsletter abbestellen; ein isolierter 
Widerruf Ihrer Einwilligung in das Newsletter-Tracking ist (aktuell) aus technischen 
Gründen nicht möglich. Wir speichern Ihre Nutzungsdaten so lange, bis Sie Ihre 
Einwilligung widerrufen haben. 

 

5. Wie lange speichern wir Ihre personenbezogenen Daten? 

Die Speicherdauer Ihrer personenbezogenen Daten hängt davon ab, zu welchem Zweck 
sie gespeichert werden. Allgemein gilt, dass wir Ihre Daten nur solange speichern, wie 
es für die Erfüllung der zugrundeliegenden Zwecke notwendig ist. Das kann für die Dauer 
unserer Vertragsbeziehung beispielsweise auch die Anbahnung und die Abwicklung 
eines Vertrages umfassen. Dabei ist zu beachten, dass unsere Vertragsbeziehung, je 
nach Einzelfall, ein Dauerschuldverhältnis sein kann, das auf Jahre angelegt ist.  

Logfiles werden grundsätzlich nach dem Ende der jeweiligen Browser-Sitzung gelöscht, 
spätestens nach sieben Tagen, es sei denn, ihre weitere Speicherung ist 
ausnahmsweise erforderlich und rechtmäßig. Die Speicherdauer von Cookies hängt 
vom Einzelfall ab und beträgt in der Regel zwischen zwölf und 24 Monaten. Für weitere 
Informationen besuchen Sie bitte unser Cookie Preference Center (runder Button links 
unten auf dieser Seite).  

Wenn wir Daten aufgrund Ihrer Einwilligung verarbeiten, bewahren wir diese Daten 
solange auf, wie die Verarbeitung Ihrer personenbezogenen Daten gemäß Ihrer 
Einwilligung erforderlich ist. 

Bei Vertragsbeziehungen, aber auch bei sonstigen zivilrechtlichen Ansprüchen, richtet 
sich die Speicherdauer darüber hinaus auch nach den gesetzlichen Verjährungsfristen, 
die zum Beispiel nach den §§ 195 ff. des Bürgerlichen Gesetzbuches (BGB) in der Regel 
drei Jahre, in gewissen Fällen aber auch bis zu dreißig Jahre betragen können. Außerdem 
unterliegen wir verschiedenen Aufbewahrungs- und Dokumentationspflichten, die sich 
unter anderem aus dem Handelsgesetzbuch (HGB) und der Abgabenordnung (AO) 
ergeben. Die dort vorgegebenen Fristen zur Aufbewahrung bzw. Dokumentation 
betragen 6 Jahre für Korrespondenz im Zusammenhang mit einem Vertragsschluss und 
10 Jahre für Buchungsbelege und Geschäftsbriefe (§§ 238, 257 Abs. 1 und 4 HGB, § 147 
Abs. 1 und 3 AO). 

 

6. Cookies und Localstorage 

6.1 Cookies 

Wir verwenden auf unserer Plattform (Website und Apps) Cookies oder Pixel-Tags, die 
Ihre Daten unter Verwendung von Pseudonymen sammeln. Cookies sind kleine 



Textdateien, die unsere Plattform erzeugt und beim Besuch der Plattform im Speicher 
Ihres Browsers oder Geräts abgelegt werden. Pixel-Tags sind kleine Grafikdateien, die 
häufig zusammen mit Cookies eingesetzt werden. Unsere Apps können auch 
sogenannte Anwendungs-Softwareentwicklungs-Kits („SDKs“) von Drittanbietern 
enthalten, die mobile Leistungs- und Analysedaten, Fehlermeldungsfunktionen sowie 
Anwendungsprogrammierschnittstellen (APIs) für Dritte verfügbar machen, die helfen, 
die Dienste bereitzustellen, und die Social-Media-Funktionalität sowie Marketing- und 
Werbezwecke unterstützen (Cookies, Pixel Tags und SDKs nachfolgend gemeinsam 
„Cookies“). 

6.1.1 Cookie-Arten 

Wir verwenden verschiedene Arten von Cookies, abhängig von der Speicherdauer und 
davon, wer sie auf unserer Website setzt: 

• Session-Cookies, die nur für die Dauer einer Browsersitzung bestehen und 
gelöscht werden, wenn Sie Ihren Browser schließen. 

• Dauerhafte Cookies, die auf Ihrem Gerät gespeichert werden, halten länger als 
einen Besuch an und helfen uns, Informationen, Einstellungen, Präferenzen oder 
Anmeldedaten, die Sie zuvor gespeichert haben, zu speichern. 

• Erstanbieter-Cookies, die von uns als dem Betreiber der Website gesetzt und 
kontrolliert werden. 

• Drittanbieter-Cookies, die von einem anderen Anbieter auf der Website gesetzt 
werden. Wir verwenden auch Cookies von Drittanbietern für die Erfassung von 
Analysedaten, Werbung und Marketingaktivitäten. 

 
 

6.1.2 Verwendungszwecke 

Nachfolgend informieren wir Sie über die Zwecke, für die wir Cookies verwenden. 
Angaben zu den Cookies im Einzelnen (z.B. zum Anbieter, Zweck, Rechtsgrundlage und 
Nutzungsdauer) finden Sie in unserem Cookie Preference Center, das jederzeit über 
den runden Button, der sich links unten auf der Seite unserer 
Datenschutzbestimmungen befindet, aufrufen können. 

Technisch notwendige Cookies 

Wir nutzen Cookies, die technisch notwendig sind, um Ihnen die Nutzung unserer 
Website und der darauf angebotenen Dienste zu ermöglichen. In diesem Zweck liegt 
unser berechtigtes Interesse an der Datenverarbeitung; Rechtsgrundlagen sind Art. 6 
Abs. 1 S. 1 lit. f DSGVO, § 25 Abs. 2 Nr. 2 TTDSG.  



Technisch notwendige Cookies werden in der Regel nur so lange auf Ihrem Gerät 
gespeichert, wie Ihr Browser aktiv ist und, soweit nicht anders angegeben, nach dem 
Ende der jeweiligen Browser-Sitzung gelöscht, spätestens jedoch nach sieben Tagen. 
Eine Zusammenführung der Daten mit anderen personenbezogenen Daten oder eine 
Nutzung zu Werbezwecken findet nicht statt. 

Funktionale Cookies 

Wir verwenden temporäre Cookies, um die Benutzerfreundlichkeit zu verbessern. Diese 
Cookies ermöglichen es uns, Sie wiederzuerkennen, wenn Sie auf unsere Website 
zurückkehren, und sich automatisch an Ihre Einstellungen und Präferenzen zu erinnern 
(z. B. Ihre Wahl der Sprache oder Region). Die Rechtsgrundlage für die Verwendung von 
Cookies ist Art. 6 Abs. 1 S. 1 lit. a DSGVO, § 25 Abs. 1 TTDSG, d.h. Ihre vorherige 
Einwilligung. Sie erteilen Ihre Zustimmung zur Verwendung dieser Cookies auf unserer 
Website, indem Sie in unserem Cookie-Banner auf "Akzeptieren" klicken oder den Dienst 
in den Einstellungen ausdrücklich zulassen. Wenn Sie diese Cookies nicht zulassen, 
funktionieren die Website und/oder unsere über die Website angebotenen Dienste 
möglicherweise nicht ordnungsgemäß. 

Webanalyse-Cookies 
 

Wir verwenden Cookies, um pseudonyme Nutzungsprofile zum Zwecke der Webanalyse 
zu erstellen. Diese Cookies ermöglichen es uns, wiederkehrende Nutzer 
(Gerätebesitzer) zu erkennen, ihr Verhalten auf der Website zu analysieren, die Website 
zu optimieren und ihre Reichweite zu messen. Die Rechtsgrundlage für die 
Datenverarbeitung ist Art. 6 Abs. 1 S. 1 lit. a DSGVO bzw. § 25 Abs. 1 TTDSG, d.h. Ihre 
vorherige Einwilligung. Sie erteilen Ihre Zustimmung zu diesem Tracking auf unserer 
Website, indem Sie in unserem Cookie-Banner auf "Akzeptieren" klicken oder den Dienst 
in den Einstellungen ausdrücklich zulassen. Vorher setzen wir keine Webanalyse-
Cookies. Wir führen die Daten nicht mit anderen personenbezogenen Daten zusammen 
und nutzen sie nicht, um einzelne Nutzer zu Werbezwecken anzusprechen. 

Targeting- und Marketing-Cookies 
 

Wir verwenden Cookies für gezielte und interessenbasierte Online-Werbung. Diese 
Cookies sammeln und speichern Informationen über Ihre Nutzung unserer Website in 
pseudonymer Form. Wir nutzen diese Informationen, um Ihnen auf unserer Website 
und/oder auf den Websites unserer Werbepartner Werbung anzuzeigen, die Ihren 
Interessen entspricht. Diese Partner können die Informationen nutzen, um ein Profil 
Ihrer Interessen zu erstellen. Sie speichern keine direkten persönlichen Informationen, 
sondern basieren auf der eindeutigen Identifizierung Ihres Browsers und Internetgeräts. 
Wir verwenden die Informationen auch, um den Erfolg unserer Werbekampagnen zu 



messen und sie zu optimieren. Wenn Sie diese Cookies nicht zulassen, werden Sie 
weniger gezielte Werbung sehen. 

Die Rechtsgrundlage für die Datenverarbeitung ist Art. 6 Abs. 1 S. 1 lit. a DSGVO bzw. § 
25 Abs. 1 TTDSG, d.h. Ihre vorherige Einwilligung. Sie erteilen Ihre Einwilligung zu diesem 
Tracking auf unserer Website, indem Sie in unserem Cookie-Banner auf "Akzeptieren" 
klicken oder den Dienst in den Einstellungen ausdrücklich zulassen. Vorher setzen wir 
keine Targeting- und Marketing-Cookies. 
 

 
Cookies, die zur Integration externer Inhalte verwendet werden 

Wir verwenden Plugins und Cookies, um externe Inhalte (z.B. Karten, Videos und 
Videoplayer, Social-Media-Plugins), die von Drittanbietern angeboten werden oder die 
wir auf Social Media Plattformen veröffentlicht haben ("eingebettete Inhalte"), in unsere 
Website einzubetten, sodass sie direkt auf unserer Website genutzt werden können.  

Nur wenn Sie Ihre Einwilligung (Art. 6 Abs. 1 S. 1 lit. a DSGVO bzw. § 25 Abs. 1 TTDSG) auf 
unserer Website durch Anklicken von "Akzeptieren" in unserem Cookie-Banner oder 
durch ausdrückliches Zulassen des Dienstes in den Einstellungen oder durch Anklicken 
eines Buttons und damit Aktivieren des externen Inhalts erteilt haben, erhält der 
Drittanbieter die Information, dass Sie die entsprechende Unterseite unserer Website 
aufgerufen haben. Darüber hinaus werden weitere Daten an den Drittanbieter 
übermittelt. Dies gilt unabhängig davon, ob Sie ein Benutzerkonto bei dem Drittanbieter 
haben oder dort eingeloggt sind. Wenn Sie in Ihrem Konto eingeloggt sind und den 
eingebetteten Inhalt nutzen, werden Ihre Daten direkt mit Ihrem Konto verknüpft. Wenn 
Sie nicht möchten, dass Ihre Daten mit Ihrem Konto verknüpft werden, müssen Sie sich 
abmelden, bevor Sie unsere Website besuchen.  

Der Drittanbieter kann Ihre Daten als Nutzungsprofile speichern und für Zwecke der 
Werbung, Marktforschung und/oder bedarfsgerechten Gestaltung seiner Website 
nutzen. Eine solche Auswertung erfolgt insbesondere zur Erbringung von 
personalisierter Werbung und um andere Nutzer des sozialen Netzwerks über Ihre 
Aktivitäten auf unserer Website zu informieren. Ihnen steht ein Widerspruchsrecht 
gegen die Bildung dieser Nutzerprofile zu, das Sie bei der verantwortlichen Drittanbieter 
geltend machen müssen. Wir haben keinen Einfluss auf die Datenübertragung und -
verarbeitung durch den jeweiligen Drittanbieter.  

Weitere Informationen (über den Drittanbieter, den konkreten Verwendungszweck, die 
Speicherdauer etc.) finden Sie in unserem Cookie Preference Center, das Sie jederzeit 
über den Button "Cookie-Einstellungen", der sich links unten auf der Seite unserer 
Datenschutzbestimmungen befindet, aufrufen können. 

6.1.3 Übermittlung von Daten an Anbieter mit Sitz außerhalb des EWR 



Bei der Verwendung von Drittanbieter-Cookies können Ihre personenbezogenen Daten 
an Anbieter mit Sitz außerhalb der Europäischen Union (EU) oder des Europäischen 
Wirtschaftsraums (EWR) übermittelt und von diesen verarbeitet werden. Wenn das 
Datenschutzniveau in diesen Drittländern hinter dem Datenschutzniveau der EU 
zurückbleibt, sehen wir Garantien zum Schutz Ihrer Daten vor. Weitere Informationen 
finden Sie dazu unter Ziffer 7. Nach Auffassung der Datenschutzbehörden können diese 
Garantien im Einzelfall nicht ausreichend sein. Das gilt insbesondere, wenn Daten in die 
USA übermittelt werden. Dann besteht nach Angaben der Datenschutzbehörden 
dennoch das Risiko, dass Ihre Daten von Behörden zu Kontroll- und 
Überwachungszwecken verarbeitet werden, ohne dass Sie darüber informiert werden 
oder das Recht haben, dagegen Widerspruch einzulegen. Mit Ihrer Zustimmung zur 
Verwendung von Cookies erklären Sie sich auch damit einverstanden, dass Ihre Daten 
trotz dieses Risikos in den USA und in anderen Ländern außerhalb der EU oder des EWR 
verarbeitet werden (Art. 49 Abs. 1 S. 1 lit. a DSGVO). 

6.1.4 Cookie-Management und Widerruf Ihrer Zustimmung 

Ihre Cookie-Einstellungen für unsere Website können Sie jederzeit im Cookie Preference 
Center (runder Button links unten auf dieser Seite) ändern. Sofern Ihr Gerät dies 
unterstützt, können Sie den Einsatz von Cookies zudem jederzeit unterbinden, indem 
Sie Ihren Internet-Browser so einstellen, dass er keine neuen Cookies (insbesondere 
Drittanbieter-Cookies) akzeptiert oder Sie auf neue Cookies hinweist. Bereits 
gespeicherte Cookies können Sie ebenfalls in den Einstellungen Ihres Internet-Browsers 
löschen. 

Hilfestellungen zur Änderung Ihrer Cookie-Einstellungen erhalten Sie z. B. in der Hilfe-
Funktion Ihres Internet-Browsers. Weitere Informationen hierzu sowie zu Cookies 
allgemein finden Sie z. B. 
unter http://www.allaboutcookies.org/ge/ und http://www.youronlinechoices.com/de/. 

Bitte beachten Sie, dass Ihnen die Nutzung einiger Funktionen unserer Website nicht 
möglich ist, wenn Sie keine Cookies akzeptieren. 

6.2 Localstorage  

Bei dem Angebot von eduki Interactive speichern wir Daten im Browser, damit wir die 
Nutzer automatisch einloggen können. Dafür nutzen wir den sogenannten Localstorage. 
Der Localstorage ist ein Speicherbereich in Ihrem Browser (z.B. Chrome, Safari, Firefox 
etc.). Dort können Informationen gespeichert werden, auf die Ihr Browser dann zugreifen 
kann. Im Gegensatz zu Cookies werden diese Informationen nur lokal gespeichert und 
nicht an den Server gesendet. Wir nutzen diese Informationen ausschließlich für den 
automatischen Login. Das kann sehr praktisch sein, damit der Bearbeitungsstand nicht 
verloren geht, wenn z.B. die Internetverbindung abbricht. Die Nutzung des Local Storage 
ist technisch notwendig, um dem Nutzer eduki Interactive anzubieten. 
Rechtsgrundlagen sind Art. 6 Abs. 1 S. 1 lit. f DSGVO, § 25 Abs. 2 Nr. 2 TTDSG. 

https://eduki.com/de/info/agb#data_protection
https://eduki.com/de/info/agb#data_protection
http://www.allaboutcookies.org/ge/
http://www.youronlinechoices.com/de/


 

7. Empfänger personenbezogener Daten 

7.1 Allgemeines 

Innerhalb unseres Unternehmens erhalten diejenigen Stellen Zugriff auf Ihre Daten, die 
diese zur Erfüllung unserer vertraglichen und gesetzlichen Pflichten brauchen. 

Wir geben Ihre Daten an die in dieser Datenschutzerklärung ausdrücklich genannten 
Empfänger (z.B. Drittanbieter von Cookies – mehr Informationen zu unseren 
Drittanbietern in unserem Cookie-Preference Center (runder Button links unten auf 
dieser Seite) und an folgende Kategorien von Empfängern weiter, wenn dies zur Erfüllung 
eines zwischen Ihnen und uns bestehenden Vertragsverhältnisses bzw. zur 
Durchführung vorvertraglicher Maßnahmen (Art. 6 Abs. 1 S. 1 lit. b DSGVO) oder zur 
Wahrung berechtigter Interessen (Art. 6 Abs. 1 S. 1 lit. f DSGVO) oder aufgrund einer 
gesetzlichen Regelung (Art. 6 Abs. 1 S. 1 lit. c DSGVO) erforderlich ist: Dienstleister, die 
uns beispielsweise unterstützen bei Produktentwicklungen, Wartungen und 
Fehlerbehebungen; Ausführung von Logistik- und Zahlungsdienstleistungen (siehe dazu 
auch nachfolgend Ziffer 7.3); Bereitstellung der Lehrerkolleg Dienste mithilfe von 
Plattformen und Software-Tools von Drittanbietern (beispielsweise durch die Integration 
mit unseren APIs); Betrugsprävention und Risikobewertungen; oder zur Bereitstellung 
von Kundendienstleistungen oder Werbeleistungen. Diese Dienstleister erhalten Ihre 
personenbezogenen Daten nur in dem Umfang, in welchem die Übermittlung für die 
entsprechende Leistung erforderlich ist. Bei Auslagerung bestimmter Teile der 
Datenverarbeitung („Auftragsverarbeitung“), verpflichten wir all unsere 
Auftragsverarbeiter vertraglich dazu, personenbezogene Daten gemäß der vorliegenden 
Datenschutzgesetze zu verwenden und den Schutz der Rechte der betroffenen Person 
zu gewährleisten.  

7.2 Datenverarbeitung in Drittländern 

Für die Verarbeitung Ihrer personenbezogenen Daten setzen wir auch Dienstleister ein, 
die in Drittländern außerhalb der Europäischen Union (EU) oder des Europäischen 
Wirtschaftsraums (EWR) ansässig sind. In diesen Ländern kann ein geringeres 
Datenschutzniveau herrschen als innerhalb der Europäischen Union. Im Falle einer 
Datenübermittlung in diese Länder werden wir die notwendigen Garantien vorsehen, um 
sicherzustellen, dass Ihre Daten genauso sicher wie innerhalb des EWR verarbeitet 
werden, z.B. durch den Abschluss von Standarddatenschutzklauseln der EU-
Kommission (SCC) im Sinne von Art. 46 Abs. 2 S. 1 lit. c DSGVO oder durch andere 
gesetzlich vorgesehene Maßnahmen. Sie können eine Kopie der getroffenen 
Maßnahmen anfordern, indem Sie uns unter den oben angegebenen Kontaktdaten 
kontaktieren 

https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc/standard-contractual-clauses-international-transfers_de
https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/standard-contractual-clauses-scc/standard-contractual-clauses-international-transfers_de


7.3 Zahlungsdienstleister 
 

Auf unserer Website und Apps bieten wir unterschiedliche Zahlungsarten an, die zum 
Teil von Zahlungsdiensten wie Paypal, Paymentwall, Amazon Payments und Kushki 
durchgeführt werden.  

Anbieter dieser Zahlungsdienste sind: 

1. PayPal (Europe) S.à.r.l. et Cie, S.C.A., 22-24 Boulevard Royal, L-2449 Luxembourg (im 
Folgenden “PayPal”). Wenn Sie die Bezahlung via PayPal auswählen, werden die von 
Ihnen eingegebenen Zahlungsdaten an PayPal übermittelt. Paypal bietet die 
Zahlungsarten Kreditkarte, Paypal und SEPA (für in Deutschland lebende Kundin*nen) 
an. 

2. KUSHKI GROUP U.S., LLC, 325 S Biscayne BLVD, Apt. 623, Miami, FL 33131 bietet 
hauptsächlich Zahlungsmethoden im lateinamerikanischen Raum an, z.B. Kreditkarte, 
Bank Transfer und Barzahlung. 

3. Amazon Payments Europe S.C.A, 38, AVENUE JOHN F. KENNEDY. L-1855 Luxembourg 
(im Folgenden “Amazon Pay”). Wenn Sie die Bezahlung via Amazon Pay auswählen, 
werden die von Ihnen eingegebenen Zahlungsdaten an Amazon Pay übermittelt.  

4. Adyen, PO Box 10095, 1001 EB Amsterdam, Niederlande (“Adyen”). Wählen Sie 
dagegen die Zahlungsart Apple/Google Pay, SEPA lastschrift (für außerhalb von 
Deutschland lebende Kundin*nen) und Kreditkarte werden die von Ihnen eineggebenen 
Zahlungsdaten an Adyen übermittelt. Wählen Sie die Zahlungsart 
Sofortüberweisung/Banküberweisung, dann werden die von Ihnen eingegebenen 
Zahlungsdaten an Klarna Bank AB (publ), Sveavägen 46, 111 34 Stockholm, Schweden 
(“Klarna”) übermittelt. 

Die von Ihnen angegebenen Zahlungsdaten werden an den jeweils für die von Ihnen 
gewählte Zahlungsart an den entsprechenden Zahlungsanbieter übermittelt. 

Die Übermittlung Ihrer Daten an unsere Zahlungsdienste erfolgt auf Grundlage von Art. 6 
Abs. 1 lit. b DSGVO (Verarbeitung zur Erfüllung eines Vertrags). Sie haben die 
Möglichkeit, Ihre Einwilligung zur Datenverarbeitung jederzeit zu widerrufen. Ein 
Widerruf wirkt sich auf die Wirksamkeit von in der Vergangenheit liegenden 
Datenverarbeitungsvorgängen nicht aus. 

 
 

7.4 Sonstige Dienstleister 

Zendesk  



Für die Bearbeitung Ihrer Support- oder Kontaktanfrage verwenden wir die 
Softwarelösung Zendesk, angeboten durch Zendesk Inc., 1019 Market St, San Francisco, 
CA 94103, USA.  

Ihre Daten werden auf den von Zendesk gehosteten Servern im Anwendungsbereich der 
DSGVO verarbeitet. Trotzdem können Ihre Daten in die USA übermittelt werden, weil 
Zendesk in den USA ansässig ist und als Anbieter der Software-Lösung Zugriff auf die 
Daten hat. Die USA sind nach dem EU-Datenschutzrecht nicht als Land anerkannt, das 
ein angemessenes Schutzniveau für Ihre personenbezogenen Daten bietet. Wir haben 
deshalb mit Zendesk einen Vertrag über Auftragsverarbeitung (Data Processing 
Agreement, DPA) einschließlich sog. Standarddatenschutzklauseln im Sinne von Art. 46 
Abs. 2 lit. c DSGVO abgeschlossen, um sicherzustellen, dass Zendesk die Nutzer*innen-
Daten nur zur Verarbeitung der Anfragen nutzt und diese nicht an Dritte weitergibt. 

Die an uns gerichteten Nachrichten verbleiben bei uns, bis Sie uns zur Löschung 
auffordern oder der Zweck für die Datenspeicherung entfällt (z.B. nach abgeschlossener 
Bearbeitung Ihrer Anfrage). Zwingende gesetzliche Bestimmungen – insb. 
Aufbewahrungsfristen – bleiben unberührt. 

Wenn Sie mit einer Datenerhebung und einer Datenspeicherung im externen System von 
Zendesk nicht einverstanden sind, bieten wir ihnen alternative Kontaktmöglichkeiten zur 
Einreichung von Service-Anfragen per Telefon oder Post. 

Weitere Informationen erhalten die Nutzer*innen in der Datenschutzerklärung von 
Zendesk: https://www.zendesk.de/company/customers-partners/privacy-policy/.  

 
 

Typeform 

Für die Erhebung der Daten zu den Zwecken der Einreichung von Unterrichtsmaterialien, 
der Teilnehmer*innenbefragung und Evaluation dieser nutzen wir den Dienst „Typeform“. 
Nähere Informationen zu „Typeform“ finden Sie unter: https://www.typeform.com/. 
Dieser Dienst wird von der TYPEFORM S.L., Carrer Bac de Roda, 163, 08018 Barcelona 
(„Typeform“) zur Verfügung gestellt. Nähere Informationen über die Datenverarbeitung 
im Zusammenhang mit Typeform können Sie den Datenschutzhinweisen von Typeform 
entnehmen: https://admin.typeform.com/to/dwk6gt 

Die hinterlegten Daten werden solange auf den Servern der TYPEFORM S.L. gespeichert, 
bis der Zweck für die Verarbeitung entfällt oder die Einwilligung zur Verarbeitung 
widerrufen wurde. Sie können Auskunft über die betreffenden personenbezogenen 
Daten verlangen. Außerdem haben Sie das Recht auf Berichtigung, Löschung, 
Einschränkung der Verarbeitung, Widerspruch und Datenübertragbarkeit. Ihre 
abgegebene Einwilligung zur Verarbeitung kann jederzeit mit Wirkung auf die Zukunft 

https://www.zendesk.de/company/customers-partners/privacy-policy/
https://www.typeform.com/
https://admin.typeform.com/to/dwk6gt


widerrufen werden. Dazu senden Sie uns bitte eine E-Mail. 
 

Rechtsgrundlage für die Durchführung der Online Umfrage und der Einreichung von 
Unterrichtsmaterialien ist Art. 6 Abs. 1 lit. a) DSGVO (Einwilligung). Rechtsgrundlage der 
Verarbeitung der technischen Daten zur Administration der Online Umfrage ist Art. 6 
Abs. 1 lit. f) DSGVO (berechtigtes Interesse). 

 
 

7.5 Links zu anderen Webseiten 

Unsere Seite sowie Materialien auf eduki Interactive enthalten gelegentlich Links zu 
anderen Seiten. Durch das Anklicken dieser Links bzw. Buttons verlassen Sie unsere 
Plattform. Für die Datenverarbeitung auf den anderen Seiten gelten die dort abrufbaren 
Datenschutzbestimmungen.  

8. Ihre Rechte als Betroffener der Datenverarbeitung 

Soweit Sie von der Datenverarbeitung betroffen sind, haben Sie das Recht auf Auskunft 
(Art. 15 DSGVO), das Recht auf Berichtigung (Art. 16 DSGVO), das Recht auf Löschung 
(Art. 17 DSGVO), das Recht auf Einschränkung der Verarbeitung (Art. 18 DSGVO) und 
das Recht auf Datenübertragbarkeit (Art. 20 DSGVO). Hinsichtlich des Auskunftsrechts 
und des Rechts auf Löschung gelten die Einschränkungen nach §§ 34 und 35 BDSG. 
Außerdem haben Sie das Recht, der Datenverarbeitung zu widersprechen (Art. 21 
DSGVO). 

Ihre Rechte im Detail: 

• Recht auf Auskunft (Art. 15 DSGVO): Sie können Auskunft darüber verlangen, ob 
und wie wir Ihre personenbezogenen Daten verarbeiten. Sie haben insbesondere 
ein Recht auf Informationen über die Verarbeitungszwecke, die Kategorien der 
personenbezogenen Daten, die Empfänger oder Kategorien von Empfängern, 
gegenüber denen die personenbezogenen Daten offengelegt worden sind oder 
werden, falls möglich die geplante Speicherdauer, oder, falls dies nicht möglich 
ist, die Kriterien für die Festlegung dieser Dauer; das Bestehen eines Rechts auf 
Berichtigung oder Löschung Ihrer personenbezogenen Daten, auf eine 
Einschränkung der Verarbeitung oder Widerspruch gegen diese Verarbeitung; das 
Bestehen eines Beschwerderechts bei einer Aufsichtsbehörde; die Herkunft der 
Daten, wenn die personenbezogenen Daten nicht bei Ihnen erhoben wurden, das 
Bestehen einer automatisierten Entscheidungsfindung einschließlich Profiling 
und ggf. aussagekräftige Informationen über die involvierte Logik sowie die 
Tragweite und die angestrebten Auswirkungen einer derartigen Verarbeitung. 
Wenn wir personenbezogene Daten an ein Drittland oder eine internationale 
Organisation übermitteln, können Sie ferner Informationen über die Garantien 



verlangen, die wir zum Schutz Ihrer Daten vorgesehen haben. Ihr Recht auf 
Auskunft kann im Einzelfall durch nationales Recht (§§ 29 Abs. 1 Satz 2, § 34 
BDSG) sowie Rechte und Freiheiten Dritter beschränkt sein. 

• Recht auf Berichtigung (Art. 16 DSGVO): Sie können die unverzügliche 
Berichtigung unrichtiger oder, unter Berücksichtigung der Zwecke der 
Verarbeitung, die Vervollständigung unvollständiger personenbezogener Daten – 
auch mittels einer ergänzenden Erklärung – verlangen. 

• Recht auf Löschung (Art. 17 DSGVO): Sie haben unter bestimmten Umständen 
einen Anspruch auf unverzügliche Löschung Ihrer personenbezogenen Daten, 
z.B. wenn Ihre personenbezogenen Daten für die Zwecke, für die sie erhoben oder 
auf sonstige Weise verarbeitet wurden, nicht mehr notwendig sind, wenn Sie Ihre 
Einwilligung widerrufen und eine anderweitige Rechtsgrundlage für die 
Verarbeitung fehlt oder wenn Sie der Verarbeitung Ihrer Daten zu Zwecken der 
Direktwerbung widersprochen haben. Der Anspruch besteht nicht, soweit die 
Verarbeitung zur Ausübung des Rechts auf freie Meinungsäußerung und 
Information, zur Erfüllung einer rechtlichen Verpflichtung, aus Gründen 
öffentlichen Interesse oder zur Ausübung einer uns übertragenen öffentlichen 
Gewalt oder zur Geltendmachung, Ausübung oder Verteidigung von 
Rechtsansprüchen erforderlich ist. Ihr Recht auf Löschung kann im Einzelfall 
durch nationales Recht (§ 35 BDSG) beschränkt sein. 

• Recht auf Einschränkung der Verarbeitung (Art. 18 DSGVO): Sie können die 
Einschränkung der Verarbeitung verlangen, wenn Sie die Richtigkeit der 
personenbezogenen Daten bestreiten für die Dauer der Überprüfung der 
Richtigkeit durch uns, wenn die Verarbeitung unrechtmäßig ist, Sie die Löschung 
Ihrer personenbezogenen Daten aber ablehnen, wenn wir Ihre 
personenbezogenen Daten nicht länger benötigen, Sie die Daten jedoch zur 
Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen 
brauchen, oder wenn Sie Widerspruch gegen die Verarbeitung eingelegt haben. 

• Recht auf Datenübertragbarkeit (Art. 20 DSGVO): Sie haben das Recht auf 
Datenübertragbarkeit, d.h. das Recht, die personenbezogenen Daten, die sie uns 
bereitgestellt haben, in einem strukturierten, gängigen und maschinenlesbaren 
Format zu erhalten, und zu übermitteln, wenn wir Ihre personenbezogenen Daten 
auf der Grundlage Ihrer Einwilligung oder eines Vertrags verarbeiten und die 
Verarbeitung mithilfe automatisierter Verfahren erfolgt. 

• Recht, Widerspruch gegen die Datenverarbeitung durch uns einzulegen (Art. 
21 DSGVO). 

 

Widerspruchsrecht gemäß Art. 21 DSGVO 



Sie haben das Recht, aus Gründen, die sich aus Ihrer besonderen Situation 
ergeben, jederzeit gegen die Verarbeitung der Sie betreffenden personenbezogenen 
Daten, die aufgrund von  Art. 6 Abs. 1 S. 1 lit. e (öffentliche Sicherheit) oder lit. f 
(Interessenabwägung) DSGVO erfolgt, Widerspruch einzulegen; dies gilt auch für 
ein auf diese Bestimmungen gestütztes Profiling. Wir verarbeiten diese Daten bei 
Einlegung des Widerspruchs nicht mehr, es sei denn, dem stehen zwingende 
schutzwürdige Gründe für die Verarbeitung entgegen, z.B. die Verarbeitung zur 
Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen. 

 
 

Verarbeiten wir die Sie betreffenden personenbezogenen Daten, um Direktwerbung 
zu betreiben, haben Sie das Recht, jederzeit Widerspruch gegen die Verarbeitung 
der Sie betreffenden personenbezogenen Daten zum Zwecke derartiger Werbung 
einzulegen; dies gilt auch für das Profiling, soweit es mit solcher Direktwerbung in 
Verbindung steht. Wir verarbeiten Ihre personenbezogenen Daten nicht mehr zur 
Direktwerbung, wenn Sie von ihrem Widerspruch Gebrauch machen. 

 

Soweit unsere Verarbeitung Ihrer personenbezogenen Daten auf einer Einwilligung 
beruht (Art. 6 Abs. 1 S. 1 lit. a DSGVO), können Sie diese jederzeit widerrufen. Die 
Rechtmäßigkeit der aufgrund der Einwilligung bis zum Widerruf erfolgten 
Datenverarbeitung bleibt hiervon unberührt. 

Zur Geltendmachung Ihrer Rechte sowie zu weiteren Fragen zum Thema 
personenbezogene Daten können Sie sich jederzeit an uns wenden und dafür die oben 
genannten Kontaktdaten nutzen (siehe Ziffer 1. dieser Datenschutzbestimmungen). 

Unabhängig hiervon haben Sie das Recht, bei einer Aufsichtsbehörde – insbesondere in 
dem EU-Mitgliedstaat Ihres Aufenthaltsorts, Ihres Arbeitsplatzes oder des Orts des 
mutmaßlichen Verstoßes – eine Beschwerde einzulegen, wenn Sie der Ansicht sind, 
dass die Verarbeitung der Sie betreffenden personenbezogenen Daten gegen die DSGVO 
oder andere geltende Datenschutzgesetze verstößt (Art. 77 DSGVO, § 19 BDSG). 

9. Datensicherheit 

Um Ihre Daten bestmöglich zu schützen dürfen unsere Server nur von ausgesuchtem 
Fachpersonal gewartet und bedient werden. Ihre personenbezogenen Daten sind durch 
einen persönlichen, einzigartigen Mitgliedsnamen und einem persönlichen, 
verschlüsselten Passwort geschützt. Bitte bewahren Sie diese Zugangsdaten sicher und 
vor Missbrauch geschützt auf, teilen diese niemanden mit und loggen sich bei Verlassen 
unserer Website jedes Mal aus. Zusätzlich nutzen wir die Transport Layer Security 
Technologie (TLS) für die Verschlüsselung unserer Webseite und die verschlüsselte 
Übermittlung sensibler Daten (z. B. Login, Zahlungsinformationen etc.). 

https://dejure.org/gesetze/DSGVO/6.html


 

10. Automatisierte Entscheidungsfindung 

Wir nutzen grundsätzlich keine vollautomatisierte Entscheidungsfindung gemäß Art. 22 
DSGVO. Sollten wir diese Verfahren in Einzelfällen einsetzen, werden wir Sie hierüber 
gesondert informieren, sofern dies gesetzlich vorgegeben ist. 


